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[bookmark: _Hlk514274591]1		Discussion
This P-CR provides a solution for KI:5 to accommodate scenarios where the traffic characteristics of XR services can change dynamically.
One specific example is when the video frame switches from P-frames (which usually are small in size) to I-frames. Examples of dynamic changes of traffic characteristics have been studied by SA4 in TR 26.926. For example, Figure 6.5.1.2-1 of 3GPP TR 26.926 describes how the bit rate and frame size varies
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Such scenarios may create complexity at the RAN scheduler when there is a dynamic change in size (or bit rate) between consecutive received PDU-sets. The main solution proposed is to allow the RAN node to be notified via user plane when there is a change in traffic characteristics between consecutive received PDU-sets. It is proposed that the UPF to include assistance information within GTP-U indicating to the RAN node that a next received PDU set will have different traffic characteristics (i.e., different PDU-size) from a previously received PDU set. The RAN node adapts the scheduling resources for transmitting to to the UE the PDU set with different traffic characteristics. 
The UPF is responsible to determine dynamic change in size between consecutive received PDU-set and receives within an N4 rule a PDU set size threshold. When the UPF determines that the size between received PDU set exeeds a size threshold then the UPF includes within PDU-set information an indication for the RAN node indicating that a next received PDU-set will have exceeded the PDU set size threshold. The size threshold is configurable but in most cases the size threshold will be equal to the MDBV value of the QoS flow.
The high-level solution proposed herewith is illustrated in Figure 1. 


Figure 1: Awareness of dynamic change of PDU set size at UPF

The main steps of the solution comprise of the following elements:
1.	An AF when requesting an AF session towards the 3GPP network (NEF) includes additional information indicating that the XR service may have dynamic changes in traffic characteristics. Additional information may also include information indicating the max and/or min and/or average expected PDU set size of the XR service. 
NOTE: 	It is assumed that the 3rd party provider of the AF and the 3GPP network have SLA agreement to include information on traffic characteristics.
2.	The PCF in the 3GPP network providing PCC rules determines the QoS requirements for the service which can include information for the SMF to identify changes in traffic characteristics.
3.	The SMF constructing N4 rules based on the PCC rules where the N4 rules include an indication to the UPF to enable detection of PDU set size changes between received PDU Sets. The SMF also include a PDU Set size threshold. 
4.	The UPF may carry out the following actions:
	Option 1: UPF identifies PDUs of a PDU Set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds a flag in a previous received PDU Set that the size of the next PDU Set will be above a threshold. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information notifying the size of the next PDU Set is above a threshold.
	Option 2: UPF identifies PDUs of a PDU set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds the PDU Set size of this PDU Set in a previous received PDU Set. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information including the size of the next PDU Set 
5.	When the RAN receives an indication that a next PDU-set is above a threshold the RAN determines new scheduling resources and when the next PDU-set is received at the RAN, transmits the PDU set to the UE using the determines scheduling resources.

Further details of the procedure are described in the solution. 

2		Proposal
The following solution is proposed.
******************************** First change (all new text)  *******************************
[bookmark: _Toc101366209][bookmark: _Toc104799229][bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]6.x	Solution #x: Early notification of traffic characteristics change via user plane
[bookmark: _Toc101366210][bookmark: _Toc104799230]6.x.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s) which should be explicitly stated. Clause(s) may be added to capture details.
[bookmark: _Toc101366211][bookmark: _Toc104799231]This is a solution for KI:5 to accommodate scenarios where the traffic characteristics of XR services can change dynamically.
One specific example is when the video frame switches from P-frames (which usually are small in size) to I-frames. Examples of dynamic changes of traffic characteristics have been studied by SA4 in TR 26.926 [x]. Such scenarios may create complexity at the RAN scheduler when there is a dynamic change in size (or bit rate) between consecutive received PDU-sets. The main solution proposed is to allow the RAN node to be notified via user plane when there is a change in traffic characteristics between consecutive received PDU-sets. It is proposed that the UPF to include assistance information within GTP-U indicating to the RAN node that a next received PDU set will have different traffic characteristics (i.e., different PDU-size) from a previously received PDU set. The RAN node adapts the scheduling resources for transmitting to to the UE the PDU set with different traffic characteristics. 
The UPF is responsible to determine dynamic change in size between consecutive received PDU-set and receives within an N4 rule a PDU set size threshold. When the UPF determines that the size between received PDU set exeeds a size threshold then the UPF includes within PDU-set information an indication for the RAN node indicating that a next received PDU-set will have exceeded the PDU set size threshold. The size threshold is configurable but in most cases the size threshold will be equal to the MDBV value of the QoS flow.
The high-level solution proposed herewith is illustrated in Figure 6.x.1-1. 


Figure 6.x.1-1: Awareness of dynamic change of PDU set size at UPF

The main steps of the solution comprise of the following elements:
1.	An AF when requesting an AF session towards the 3GPP network (NEF) includes additional information indicating that the XR service may have dynamic changes in traffic characteristics. Additional information may also include information indicating the max and/or min and/or average expected PDU set size of the XR service.
NOTE: It is assumed that the 3rd party provider of the AF and the 3GPP network have SLA agreement to include information on traffic characteristics.
2.	The PCF in the 3GPP network providing PCC rules determines the QoS requirements for the service which can include information for the SMF to identify changes in traffic characteristics.
3.	The SMF constructing N4 rules based on the PCC rules where the N4 rules include an indication to the UPF to enable detection of PDU set size changes between received PDU Sets. The SMF also include a PDU Set size threshold. 
4.	The UPF may carry out the following actions:
	Option 1: UPF identifies PDUs of a PDU Set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds a flag in a previous received PDU Set that the size of the next PDU Set will be above a threshold. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information notifying the size of the next PDU Set is above a threshold.
	Option 2: UPF identifies PDUs of a PDU set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds the PDU Set size of this PDU Set in a previous received PDU Set. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information including the size of the next PDU Set
5.	When the RAN receives an indication that a next PDU-set is above a threshold the RAN determines new scheduling resources and when the next PDU-set is received at the RAN, transmits the PDU set to the UE using the determines scheduling resources.

6.x.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
Detailed steps of the procedure are shown in the figure below:



Figure 6.x.2-1 – Procedure for gNB to be aware of dynamic traffic characteristics changes

[bookmark: _Hlk149205629]1.	An AF requests to establish an AF session with QoS by invoking the Nnef_AFSessionWithQoS Create service operation as described in clause 4.15.6.6 of 3GPP TS 23.502 including PDU Set QoS parameters for the XR service. The AF may include additionally information indicating that the XR service may have dynamic changes in traffic characteristics. Additional information may also include information indicating the max and/or min and/or average expected PDU set size of the XR service. 
NOTE:	Not shown in the Figure the NEF authorizes the request and forwards the request to the PCF by invoking an Npcf_PolicyAuthorization_Create request including the information provided by the AF.
2.	The PCF creates PCC rules taking into account the PDU Set QoS parameters as described in clause 6.1.3.22 of 3GPP TS 23.503 [y]. The PCF determines QoS rules which includes the MDBV to support the traffic characteristics of the XR service. The PCF also includes in the PCC rule an indication to detection traffic characteristics variation and includes a PDU set size threshold.
3.	The PCC rules are sent to the SMF
4.	The SMF identifies the PDU session of a UE affected and determines updated QoS rules. 
5.	The SMF sends the updated QoS rules to the AMF in an Namf message or in an Nsmf (in response to a PDU session create/update).
6.	The AMF forwards the updated QoS rules to the gNB in an N2 message.
7.	When the SMF receives acknowledgement that the gNB has received the updated QoS rules, the SMF creates Packet Detection Rules (N4 rules) for the UPF. The SMF includes within PDR information to enable detection of PDU set size changes between received PDU Sets. The SMF includes a PDU Set size threshold if included in the PCC rule provided by the PCF.
8.	The N4 rules are sent to the UPF
9.	UPF receives from an application server sends a series of PDUs for an XR service. The RTP encoder in the application server may include PDU Set information within RTP extension headers.
10.	The UPF inspect the PDUs and determines that there is a matching N4/PDR rule. Based on the N4 rule the UPF determines that PDU Set identification needs to take place and also identify PDU Set size change between received PDU Set. The following options for identifying PDU Set size change may take place.
	Option 1: UPF identifies PDUs of a PDU Set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds a flag in a previous received PDU Set that the size of the next PDU Set will be above a threshold. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information notifying the size of the next PDU Set is above a threshold.
	Option 2: UPF identifies PDUs of a PDU set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds the PDU Set size of this PDU Set in a previous received PDU Set. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information including the size of the next PDU Set 
	The UPF sends within GTP-U over N3 information indicating PDU Set size change based on one of the options described in step 10.
12.	When the gNB receives an indication that the size of an upcoming PDU Set is above a threshold the gNB adapts the scheduling resources to ensure that the PDU Set is sent within the PDU set QoS requirements of the QoS flow.

[bookmark: _Toc101366212][bookmark: _Toc104799232]6.x.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
-	UPF inspecting changes in traffic characteristics (i.e. PDU set size change) between received PDU sets
-	UPF includes within GTP-U an indication of traffic characteristics change
-	SMF includes within N4 rules an indication to the UPF to determine traffic characteristics changes.

******************************** End of changes *******************************
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